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Critical: ​This document describes critical firmware updates for all Dealers and Government Agencies 
running FICAM solutions. 
   
Overview:​ This document describes the fixes and enhancements of the Secure Network Interface Board 
v3 (SNIB3) firmware, compared to the 02.05.1032 release of the SNIB3 firmware. This document also 
summarizes the Bug Fixes and the Known Limitations in this 02.06.1045 release of the SNIB3 firmware. 
The versions of the SNIB3’s firmware components in this release are: 
 

The versions of the SNIB3’s firmware components in this release are:  
 

Firmware: 02.06.1045 

OS:  01.04.0002 

Driver: 01.05.0007 
 

The required versions of associated programs to support this release of the SNIB3 firmware are: 
 

Velocity: 03.06.012.2220 (aka 3.7 SP3) 

CCM: 7.6.46 
 
 

Bugs fixed: 
● [​PAC-2126​]​ ​- Eliminated a bug which caused a controller not to report an offline alarm when the 

CCM was removed or the controller locked up. 
● [​PAC-2150​] [​PAC-2181​]​ - Eliminated a bug which caused controllers not to come online 

automatically after Flashing CCM or SNIB3 firmware. Must be coupled with CCM firmware 
version 7.6.46. 

● [​PAC-2178​] - Fixed issue that prevented the ability to set  "Assurance level" for a reader in slave 
controller. 

● [​PAC-2613​] - Eliminated bug causing RS485/OSDP readers to stop working, which required panel 
reboot. Must be coupled with CCM firmware version 7.6.46. 

● [​PAC-2682​] - Eliminated bug that caused “Access denied Certificate Tamper” issue at downstream 
controllers. 

● [​PAC-2722​] - Eliminated bug that caused TLS communication failures after a blue button reset with 
reset encryption key ON. 

 

 

https://identivegroup.atlassian.net/browse/PAC-2126
https://identivegroup.atlassian.net/browse/PAC-2150
https://identivegroup.atlassian.net/browse/PAC-2181
https://identivegroup.atlassian.net/browse/PAC-2178
https://identivegroup.atlassian.net/browse/PAC-2613
https://identivegroup.atlassian.net/browse/PAC-2682
https://identivegroup.atlassian.net/browse/PAC-2722

